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Abstract—The increase in use of automated fingerpr
recognition puts on it a challenge of processingligerse
range of fingerprints. To make it supportive in sisting
fingerprint detail extraction, quality control igquired, which
is used in identification/verification. Fingerprinterification
is one of the most reliable personal identificatrapthods and
it plays a very important role in forensic applicats like
criminal investigations, terrorist identificationnd National
security issues. Some fingerprint identificationgalthm
(such as using Fast Fourier Transform (FFT), Mimeti
Extraction) may require so much computation as ®
impractical. Because quality of fingerprints variascording
to the user population’s ages and fingerprint gtyalhas an
impact on overall system performance, it is importdo
understand the significance of fingerprint sampleem
different age groups.
Keywords— Minutia, cross-correlation, Otsu’s binarization,
FFT.

l. INTRODUCTION
Nowadays, fingerprint recognition
important biometric
distinctiveness, persistence and ease of acquisifitihough
there are many real applications using this tedmgl its
problems are still not fully solved, especiallypoor quality
fingerprint images and when low-cost acquisitiomides with
small area are adopted. In fingerprint recognipoocess, the
important step which affects on system accuraayasching
between template and query fingerprint. Many sohdiare
designed to increase this step’s accuracy ([1],[8] [6], [7],
[9]). These matching algorithms may be classifiew ithree
types: minutiae-based approach, correlation-baggmoach
and feature-based approach. However, as [9] ardlythe
score of these algorithms is not high (especiaflycase
fingerprints are of the same finger but they amates or the
intersection is too small). So, it's necessaryésigh a model
to standardized fingerprint template in order topiave
matching score. In an increasingly digitized wdhd reliable
personal authentication has become an importantahu
computer interface activity. National security, aymerce

and access to computer networks are now very commi
where establishing a person’s identity has becorital. v

is one of the mos
technologies based on fingerpr

ifexisting  security measures rely on knowledge-based
approaches like passwords or token-based approadbbsas
swipe cards and passports to control access toigathysnd
virtual spaces, but these methods are not veryreetokens
such as badges and access cards may be duplicasénlen.
Passwords and personal identification number (PiNhbers
may be stolen electronically. Biometrics such agdiprint,
face and voice print offers means of reliable peaso
authentication that can address these problemsgsagaining
citizen and government acceptance. Biometrics rsemdly
igvolving technology which uniquely identifies a g@n based
on his/her physiological or behavioral characteréssuch as
finger prints, hand geometry, iris, retina, facanth vein,
facial thermo grams and voice print [1].1t religs‘something
that you are” to make personal identification ameréfore can
inherently differentiate between an authorized @erand a
fraudulent impostor. Although biometrics cannot used to
establish an absolute “yes/no” personal identiiicatlike
some of the traditional technologies, it can beduseachieve
a “positive identification” with a very high levelof
iconﬁdence, such as an error rate of 0.001% [2ef
studies show that the biometric authenticationesysbased
on recognizing the unimodal biometric template euffom
insufficient accuracy caused by noisy data, limidegjrees of
freedom, non-distinctive and non-universal bioneetiiaits
and performance limitations [3,4]. Among all biomet
indicators, finger prints have one of the highestel of
reliability [5] [6] and have been extensively udeg forensic
experts in criminal investigations [7]. A fingemriimage is a
pattern of ridges and valleys, with ridges as damis while
valleys as light areas between the ridges. Ridgesvalleys
generally run parallel to each other, and theitguas can be
analyzed on a global and local level. The ridgacstre in a
fingerprint can be viewed as an oriented texturétepas
having a dominant spatial frequency and orientatiofocal
neighborhood. The frequency is due to inter ridggcig and
orientation is due to the flow pattern exhibitedridges. So a
n];inger print can be viewed as an oriented textatepn. Jain
et al. showed that for sufficiently complex oriehteexture
Sé,lr(‘)h as finger prints, invariant texture repred@ma can be
extracted by combining both global and local disinating
information in the texture [8].
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Fig 1. Fingerprint Recognition process

Il. RELATED WORK
Jian-De Zheng et al. [10] introduced fingerprint tamng
based on minutiae. The proposed algorithm usesthohef
similar vector triangle. The ridge end points apaesidered as
the reference points. Using the reference poinés wéctor
triangles are constructed. The fingerprint matching
performed by comparing the vector triangles. S.WaSk&ar
et.al. [11] focused on a reliable method of comiaitafor
minutiae feature extraction from fingerprint imagea
fingerprint image is treated as a textured imageproved
algorithms for enhancement of fingerprint imagekicl have
the adaptive normalization based on block procgssamne
proposed. An orientation flow field of the ridgesdomputed
for the fingerprint image. To accurately locategad, a ridge
orientation based computation method is used. Afigge
segmentation a method of computation is used farosining
the ridges. The ridge skeleton image is obtained #en
smoothed using morphological operators to detect
features. A post processing stage eliminates & langnber of
false features from the detected set of minutiagtufes
algorithm. Ishmael S. Msiza, et. al. [12]; showkd problem
of Automatic Fingerprint Pattern Classification (A€) which
is being studied by many fingerprint biometric pitaaners. It

Fingerprint image pretreatment processes like gamma
controller standardization, Directiona diagram catagon,
image filtering, binarization processes and imagésion
were applied for improving the image quality. K.
Thaiyalnayaki, S. Syed Abdul Karim, P. Varsha Parfid]
introduced a fingerprint recognition system usirextire
analysis to overcome the problem of minutiae based
techniques with an effective combination of feasui@ multi-
scale and multi-directional recognition. The featuinclude
standard deviation, kurtosis, and skewness. Thé comsmon
approach for fingerprint analysis is using minutideat
identifies corresponding features and evaluates
resemblance between two fingerprint impressionutithe
based techniques suffer from false, missed, angdlatisd
minutiae, caused by poor fingerprint image qualipd
imperfections in the minutiae extraction stage. n&agh
Pokhriyal, Sushma Lehri [15] proposed an approash
fingerprint verification based on wavelets and Rigedernike
Moments (PZMs) to extract global and local featufRgMs
are robust to noisy images, invariant to rotatiod &ave a
good image reconstruction capability making it ubsebr
global analysis and to global features (the shapehe
fingerprint image) extraction. Wavelets are good latal
analysis and so they help to extract local feat(nesutiae)
from a fingerprint. Therefore, this hybrid approaekiracts
most significant features from the fingerprint ireagand
achieve better verification rate.

the

Il FINGERPRINT MATCHING TECHNIQUES
The large number of approaches to fingerprint mateican
Be coarsely classified into three families.
« Correlation-based matching Two fingerprint images are
superimposed and the correlation between correspgpnd
pixels is computed for different alignments (e.arious
displacements and rotations).
» Minutiae-based matching This is the most popular and

is an important concept because, in instances Wh’erq/videly used technique, being the basis of the fipget

relatively large database is being queried forpgbeoses of
fingerprint matching, it serves to reduce the darabf the
query. The fingerprint classes discussed in thisudeent are
the Central Twins, Tented Arch, Left Loop, Rightdmpand
the Plain Arch. The classification rules employed this
problem involve the use of the coordinate geomeirthe
detected singular points. Zhang quinghui and Zhéiaggfie
[13] proposed the algorithm for fingerprint Idemdtion.

comparison made by fingerprint examiners. Minutiae
extracted from the two fingerprints and storededs ef points
in the two- dimensional plane. Minutiae-based miaftgh
essentially consists of finding the alignment betwethe
template and the input minutiae sets that resuitsthie
maximum number of minutiae pairings

 Pattern-based (or image-based) matchingPattern based
algorithms compare the basic fingerprint patteamsH, whorl,
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and loop) between a previouslyostd template and
candidate fingerprint. This requires that the inse aligne«
in the same orientation. To do this, the algoritfinds a
central point in the fingerprint image and centansthat. In ¢
patternbased algorithm, the template contaihe type, size,
and orientation of patterns within the aligned &ngrint
image. The candidate fingerprint image is graphic
compared with the template to determine the detgreehich
they match.

V. IMPLEMENTATION
The first step in the minutiae extractictage is Fingerprir
Image enhancement. This is mainly done to imprdwe
image quality and to make it clearer for furtherexgiions.
Often fingerprint images from various sources laokicient
contrast and clarity. Hence image enhancement dessry
and a major challenge in all fingerprint technigteesmprove
the accuracy of matching. It increases the contoasiveer
ridges and furrows and connects the some of tise faloker
points of ridges due to insufficient amount of iok poor
quality of sensor input.
Fingerprint Image Enhancement
The first step in the prprocessing stage is fingerprint ime
enhancement. Fingerprint image enhancement is i@ riee
image quality and clearer image for easy furthegragions.
Often, fingerprint images &m various sources lack sufficie
contrast and clarity. Hence, image enhancemenédggsan
and a major challenge in all fingerprint technigt@énprove
the accuracy of matching. Since, the fingerprintages
acquired from sensors or other medias not assured with
perfect quality, those enhancement methods, foeasing the
contrast between ridges and furrows and for commgdhe
false broken points of ridges due to insufficiemoaint of ink,
are very useful for keep a higher accuracy to fiprint
recognition.

Figure Jleft: original image, right: enhanced ima

In the figure 2 the image is filtered using the median filt
Median filter is a filter that can be used in glpé¢ of noise
but it can't give the best results in all the casHse abowve
filter reduces the nose to some extent and canppbed to
additive noise.

Fast Fourier Transformation: In this method the image is
divided into small processing blocks (32 x 32 psxeand
perform the Fourier transform according to equat

Flu v)—M_w_lf(x ) KeRpq— Jom X e (1)
—%‘,E L) Xexpq— 'EF)

foru=0,1,2,..,31andv=0,1, 2, ...,

In order to enhance a specificlock by its dominant
frequencies, we multiply the FFT of the block bys

magnitude a set of times. Where the magnitude ebtiginal

FFT =abs (F (u, v)) = [F (u, v

So we get the enhanced block according to the ieaui

g(x, = F'I{F(H,V)Xw(ﬁ,")f} 2)

where F(F (u, v)) is given by:

) 1 Ml . X vy]} (3)
X =——2 ¥ Fiu 2 X —+ =
J&» 5 ﬁZ"; (uv)xﬁxp{J X[M =

Forx=0,1,2...31andy=0,1, 2 ...
Figure 3 presents the image after FFT enhance
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Enhancement by FFT

Enhancement by histogram Equalization
T g

Fig 3. FFT Enhancement

Image Binarization

Image Binarization is a process which transforme 8abit
Gray image to a 1-bit image with 0-value for ridgesd 1-
value for furrows. After the operation, ridges le ffingerprint

are highlighted with black color while furrows anite.

this process the Ostu’s binarization is used to engks

process realistic.

In this method image is divided into blocks of 18 & pixels
iteratively. A pixel value is then set to 1 if wslue is larger
than the mean intensity value of the current bkockhich the

pixel belongs to Fig 4.

200

In

Fig 4. Binarization

Fingerprint Image Segmentation

After image enhancement the next step is fingerpnrage
segmentation. In general, only a Region of Inte(BI) is
useful to be recognized for each fingerprint imaljee image
area without effective ridges and furrows is fidiscarded
since it only holds background information. Thee bound of
the remaining effective area is sketched out siheaminutiae
in the bound region are confusing with those spugio
minutiae that are generated when the ridges areobtibe
Sensor.

ROI Extraction by Morphological operations

ROI extraction is done using two Morphological aigms
called OPEN and CLOSE. The OPEN operation can @kpan
images and remove peaks introduced by backgroumsk no
(Figure 3.6). The ‘CLOSE’ operation can shrink ireagand
eliminate small cavities.

Adaptive Binarization after FFT Region Of Interest{ROI)
Y,
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Fig 5. ROI Area

Final Minutiae Extraction

Now that we have enhanced the image and segmehnged t
required area, the job of minutiae extraction ciodewn to
four operations: Ridge Thinning, Minutiae Markingalse
Minutiae Removal and Minutiae Representation.
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Adaptive Binarization after FFT

Fig 6. Minutiae Extraction

Minutiae Matching
After successfully extracting the set of minutiainie of 2

V. CONCLUSION
The above implementation is an effort to understaog
Fingerprint Recognition is used as a form of biameto
recognize identities of human beings. It includiéshe stages
from minutiae extraction from fingerprints to mirad
matching which generates a match score. Variousdatd
techniques are used in the intermediate stagesockgsing.
The binarization techniques used in this systenOisu’'s
binarization method, which enhanced the accuracythef
system. Using the Otsu’'s binarization technique
binarization method is improved as the image isdéid into
two states and the noise in the image is removadhwiesults
into enhancement in extraction of the features .fEtatively
low percentage of verification rate as comparedth@r forms
of biometrics indicates that the algorithm usednat very
robust and is vulnerable to effects like scalingl afastic
deformations. Various new techniques and algorithave
been found out which give better results.

the

fingerprint images to be tested, we perform Minatia

Matching to check whether they belong to the sasreqm or
not. We use an iterative ridge alignment algorittonfirst
align one set of minutiae w.r.t other set and tbamy-out an
elastic match algorithm to count the number of Mmettc
minutia pairs.

Remove spurious minutia Minutia
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Fig 7. Minutiae matching
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